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Resumen

Este articulo presenta un resumen de los resultados de la aplicaciéon de la
Metodologia de Evaluacion del Estadio de Preparaciéon (RAM) de la
UNESCO para evaluar la capacidad de Colombia para implementar la
Recomendacién sobre la Etica de la Inteligencia Artificial (IA). El anélisis
por dimensiones revela fortalezas importantes en el marco juridico, y no-
tables desarrollos en los sistemas estadisticos a cargo del DANE (Depar-
tamento Administrativo Nacional de Estadistica). Sin embargo, persisten
desafios estructurales significativos: el gasto en Investigacion y Desarro-
llo (I+D+i) es bajo, limitando la generacion de soluciones propias. También
existen importantes brechas digitales a nivel territorial (urbano-rural) y de
género en la formacion CTIM (Ciencia, Tecnologia, Ingenieria y Matema-
ticas). Las principales recomendaciones de politica se centran en el
aumento de la inversidon en |1+D+i y el fortalecimiento de la gobernanza
interinstitucional y la supervision de riesgos en tecnologias de |A a nivel
sectorial.
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Introduccién

En noviembre de 2021, los 193 Es-
tados miembros de la Organizacion
de las Naciones Unidas para la
Educacién, la Ciencia y la Cultura
(UNESCO) adoptaron la Reco-
mendacion sobre la Etica de la Inte-
ligencia Atrtificial, el primer instru-
mento normativo global sobre este
tema. Este marco busca asegurar
el desarrollo y uso éticode la IA (In-
teligencia Artificial), abarcando de-
rechos humanos, dignidad huma-
na, y sostenibilidad ambiental, tra-
ducidos en principios como la
rendicion de cuentas, la transpa-
renciay la privacidad.

La evaluacion realizada aplica la
Metodologia de Evaluacién del Es-
tadio de Preparacion (RAM) de la
UNESCO (2025), una herramienta
diagnéstica disefiada para ayudar
a los Estados miembros, como Co-
lombia, a entender su nivel de pre-
paracion institucional, regulatoria,
y de datos para implementar la re-
comendacion de manera ética y
responsable, que se complementa
con diagnosticos recientes, como
la Evaluacién del Panorama de la
Inteligencia Artificial (AILA) (PN-
UD, 2024). La RAM analiza cinco
dimensiones clave: juridica, social
y cultural, cientifica y educativa,
econdmica, y técnica y de infraes-
tructura.

Colombia ha demostrado un com-
promiso progresivo y una Vvision
fundamentalmente optimista res-
pecto a la gobernanza ética de la

IA, considerandola compatible y
esencial paralainnovaciony el cre-
cimiento econdmico. Segun el In-
dice Latinoamericano de Inteligen-
cia Artificial (ILIA) 2025. Colombia
ha sido clasificado como uno de los
paises con adopcién moderada de
IA (66.06 puntos en el subdimen-
sion de Adopcion), y se encuentra
en el cuarto lugar en la dimension
de Investigacion, Desarrollo y
Adopcion (1+D+A) con 48.6 puntos,
solo detras de Chile, Brasil y Méxi-
co (CEPAL, 2025).

Este ejercicio de diagndstico se
materializé con la colaboracién ac-
tiva de la Presidencia de la Repu-
blica y entidades clave como el
Ministerio de Ciencia, Tecnologia e
Innovacién (MinCiencias), el Mi-
nisterio de Tecnologias de la Infor-
macién y las Comunicaciones
(MinTIC), y el Departamento Na-
cional de Planeacion (DNP)

Por tanto, este documento hace un
resumen de este reporte donde se
indican las fortalezas normativas
del pais, asi como los desafios per-
sistentes en inversion en Investi-
gacion y Desarrollo (1+D), la brecha
digital urbano-rural, y la fragmen-
tacidon enlagobernanzadelalA.

Finalmente, se condensan las re-
comendaciones politicas especifi-
cas para el gobierno colombiano
con el fin de fomentar un ecosis-
tema de |A ético, responsable e in-
clusivo, alineado con el marco glo-
baldelaUNESCO (2025).
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Contexto de la politica publica
nacional

Colombia ha avanzado en el desa-
rrollo de politicas publicas digitales
y de |A desde hace mas de siete
anos. Este esfuerzo se ha consoli-
dado a través de documentos pro-
gramaticos clave que delinean la
hoja de ruta del pais:

+ CONPES 3920 de 2018: “Politi-
ca Nacional de Explotacién de
Datos (Big Data)”.

« CONPES 3975 de 2019: “Politi-
ca Nacional para la Transforma-
cion Digital y la IA”, considerada
la primera politica publica de IA,
buscando condiciones habili-
tantes y adoptando el Marco Eti-
co para la IA en Colombia (20-
21).

* Hoja de Ruta para el Desarrolloy
Adopciéon de Inteligencia Atrtifi-
cial en Colombia (2024), lidera-
da por MinCiencias, que pro-
mueve la adopcion ética y soste-
nible a través de ejes como Eti-
ca, Adopciony Sostenibilidad.

» Estrategia “Colombia PotenclA
Digital” (MinTIC): Lanzada en
2023, busca articular actores del
ecosistema digital en torno a Co-
nectividad, Educacion Digital y
Ecosistemas de Innovacion.

« CONPES 4144 de 2025: “Politi-
ca Nacional de Inteligencia Arti-
ficial’, la mas reciente y com-
prehensiva, establece una poli-
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tica publica en torno a seis ejes
fundamentales: 1) Etica y gober-
nanza; 2) Datos e infraestructu-
ra; 3) Investigacion, Desarrollo e
Innovacion (1+D+i); 4) Desarrollo
de capacidades y talento digital;
5) Mitigacién de riesgos; y 6)
UsoyadopciéndelalA. Este do-
cumento 2025 proyecta 106
acciones hasta 2030, con unain-
version total aproximada de
479.273 millones de pesos co-
lombianos (aproximadamente
117 millones de USD), lideradas
por el DAPRE (Departamento
Administrativo de Presidencia
de la Republica), MinTIC, Min-
Cienciasy DNP.

Diagnéstico de preparacion
nacional: fortalezas y desafios
clave

El diagnostico de preparacion na-
cional (RAM) identificé las fortale-
zas existentes en Colombia, como
su normatividad en privacidad y
acceso a la informaciéon publica, y
el desarrollo de sistemas estadisti-
cos. Sin embargo, también revel6
brechas criticas que deben abor-
darse para asegurar la implemen-
tacion ética de la Recomendacion.

A.Dimension Juridica

Fortalezas:

* Marco Normativo de Datos Per-
sonales: Colombia cuenta con
un Régimen de Proteccion de
Datos Personales robusto (Le-
yes 1581 de 2012 y 1266 de 20-
08) que garantiza el derecho al
habeas data, alineado con prin-



cipios de legalidad, finalidad, li-
bertad, transparencia y seguri-
dad. La Superintendencia de In-
dustria y Comercio (SIC) es la
autoridad de control y ha desa-
rrollado iniciativas exploratorias
como el “Sandbox regulatorio
sobre privacidad desde el dise-
Ao y por defecto en proyectos de
IA”.

Acceso a la Informacién: La Ley
1712 de 2014 garantiza el dere-
cho de acceso a la informacion
publica bajo el principio de maxi-
ma publicidad.

Desarrollo de Ciberseguridad:
Colombia se encuentra en el ni-
vel 3 de compromiso de ciber-
seguridad (T3: Establecimiento)
segun el Indice Global de Ciber-
seguridad de la UIT, destacando
en habilidades técnicas. Ade-
mas, se expidid recientemente
la Estrategia Nacional de Segu-
ridad Digital (2025-2027) con un
Plan de Accion de 29 puntos.

A pesar de la fragmentacion ge-
neral en la gobernanza de la IA,
Colombia destaca en la adop-
cion de IA en el gobierno, lo-
grando el puntaje maximo (100
puntos) en el subindicador de
Uso de IA en participaciéon ciu-
dadana del ILIA 2025 (CEPAL,
2025).

Desafios:

Necesidad de actualizacion nor-
mativa: Se identifica la pertinen-
cia de actualizar instrumentos

normativos existentes (como la
Ley 1581 de 2012) para respon-
der a las realidades especificas
de los sistemas de |A. Hay ini-
ciativas en curso, como el Pro-
yecto de Ley 274 de 2025 Ca-
mara.

Fragmentacién y articulacion:
Histéricamente, ha habido de-
safios en la articulacion de acto-
res publicos y privados, lo que
ha llevado a una fragmentacion
en la construccién de politicas y
regulacion de IA. Se destaca po-
sitivamente el trabajo reciente
de la Mesa Interinstitucional de
IA para superar estas dificulta-
des.

» Adquisicién publica: Colombia

carece de normatividad especi-
fica para la adquisicién de siste-
mas de IA, aunque existe un
marco general para contratacion
estatal. El CONPES 4144 busca
mitigar esta falencia mediante li-
neamientos juridicos para la in-
corporaciéon de |A en compras
publicas.

* A pesar de la existencia de un

Marco Normativo de Datos Per-
sonales robusto (Leyes 1581 de
2012 y 1266 de 2008) y un Mar-
co Etico de IA en el sector publi-
co, laimplementacién de la ética
es desigual. Las subdimensio-
nes de Seguridad y Transpa-
rencia en el uso ético de la |IA se
encuentran en un nivel 'Siste-
matico'. Especificamente, Co-
lombia carece de herramientas
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practicas para verificar la trans-
parencia en el uso de IAy existe
un déficit en la informacién pu-
blica sobre los sistemas auto-
matizados utilizados en el sector
publico. Este riesgo se mani-
fiesta en un puntaje bajo de
24.22 de 100 en el aspecto de
Responsabilidad segun el Glo-
bal Index on Responsible Al (Gl-
RALl), y solo 4.95 de 100 en eva-
luacién de impacto (PNUD, 20-
24).

B. Dimension Social y Cultural

Fortalezas:
+ Cierre de brecha digital de gé-

nero: Hay avances en el cierre
de la brecha de género en el uso
de Internet, pasando de 0.918 a
1 entre 2015y 2025. Ademas, se
han implementado iniciativas
especificas, como la Ley 2337
de 2023 y la convocatoria “Or-
quideas: Mujeres en Inteligencia
Artificial”.

» Alta participacion electrénica:

Colombia tiene altos puntajes en
el Indice de Desarrollo Guber-
namental Electrénico (EGDI,
puesto 68/193) y el indice de
Participacion Electrénica (EPI,
puesto 46/193), superando los
promedios mundial, regional y
subregional en 2024.

Consideraciones ambientales:
La hoja de ruta de MinCiencias y
el CONPES 4144 de 2025 abor-
dan la sostenibilidad ambiental,
destinando recursos y propo-
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niendo el uso de |A para enfren-
tar riesgos como el cambio cli-
matico y mejorar la eficiencia
energeética.

Desafios:

Brechas persistentes: Persisten
importantes brechas de género
en areas CTIM (Ciencia, Tecno-
logia, Ingenieria y Matematicas)
(solo el 13.76% de los grados en
CTIM son de mujeres, frente al
35.12% de hombres). La brecha
urbano-rural en el uso de Inter-
net sigue siendo significativa
(82.6% urbano vs. 59.6% rural).

Confianza en |A: Aunque el 78%
de los colombianos confia en el
sector tecnolégico, solo el 46%
confia en el sector de la IA (una
diferencia de -32 puntos).

Ausencia de marcos especificos
culturales: Colombia no cuenta
con politicas especificas rela-
cionadas con elusode |Aparala
preservacion del patrimonio cul-
tural y de las lenguas indigenas,
aunque existen planes genera-
les de apoyo a las TIC y a las
lenguas nativas.

C. Dimension Cientificay
Educativa

Fortalezas:

Posicionamiento en |+D regio-
nal: Colombia supera el prome-
dio regional en el indice Latino-
americano de Inteligencia Atrtifi-
cial (ILIA) en el area de Investi-
gacion, Desarrollo y Adopcion,



con un alto numero de publica-
ciones en IA (52,34 puntos, 20
puntos por encima de la media).

Oferta académica creciente:
Existe un creciente interés y
oferta de programas de posgra-
do (maestrias y especializacio-
nes) en IA en diversas universi-
dades. Se destaca la reciente
creacion de la primera Facultad
de Inteligencia Artificial en el
pais (Universidad de Caldas).

Iniciativas de capacitacion pu-
blica: Programas como Avanza-
TEC (MinTIC y Code.org) y SE-
NATIC (SENA, MinTIC y OIT)
ofrecen cursos gratuitos en Ay
habilidades digitales, buscando
la apropiacion social y la inclu-
sion de ética en la formacion.

Desafios:
+ Bajo Gasto en [+D: El gasto en

Investigacion y Desarrollo (GE-
RD) en Colombia es criticamen-
te bajo, situandose en solo el
0.29% del PIB (2023), muy por
debajo del promedio de la OC-
DE. El gobierno se ha fijado la
meta de aumentarlo al 0.5%
para 2026.

Baja Innovacioén y Patentes: En-
tre 2019 y 2023, Colombia solo
presento una solicitud de paten-
te en IA, contrastando fuerte-
mente con otros paises de la re-
gion (Brasil con 198, México con
106). A pesar de esta limitacion
en el gasto, la capacidad aca-
démica ha progresado: en la ulti-

ma version del ILIA 2025 (CE-
PAL, 2025), Colombia fue uno
de los cuatro paises latinoame-
ricanos que se incorporaron re-
cientemente a la lista de nacio-
nes que ofrecen programas de
doctorado en IA, duplicando la
oferta regional. Ademas, el pais
es destacado por su desempefio
en capacidad de Unidades de
Procesamiento Grafico (GPU)
per capita, junto a Uruguay y
Costa Rica, lo que indica poten-
cial para el computo avanzado
enlA.

Brecha de habilidades y curri-
culos: Existe escasez de capital
humano para el disefio, desa-
rrollo y despliegue de sistemas
de IA. Aunque hay una estrate-
gia general de inclusién de tec-
nologias digitales (CONPES
3988 de 2020), es necesario de-
tallar lineas de accion especifi-
cas para la IA. Ademas, el pais
tiene un nivel de habilidades en
ciencia de datos significativa-
mente por debajo del promedio
global (24/100 en el Global Skills
Reportde Coursera).

La subdimension de habilidades
para la gestion y uso de solucio-
nes de |A en el sector publico se
encuentra en un nivel 'Sistema-
tico' (2.8/5). Esta debilidad es
percibida por los propios funcio-
narios, ya que casi el 100% de
los participantes en la encuesta
AILA reconocen que no existen
suficientes capacidades técni-
cas avanzadas para construir
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herramientas de |A para el sec-
tor publico. Esta brecha de ha-
bilidades avanzadas es una
oportunidad de mejora prioritaria
(PNUD, 2024).

D. Dimensiéon Econémica

Fortalezas:

* Crecimiento en empleos TIC: El
numero de personas ocupadas
en ocupaciones especializadas
en Tecnologias de la Informa-
cion y las Comunicaciones (TIC)
aumentd en cerca de 230,000
entre 2015 y 2023, alcanzando
448.026 personas en 2023.

« Enfoque en exportacion de ser-
vicios: Hay un enfoque hacia la
exportacion de servicios de con-
tenido tecnologicoy TIC.

Desafios:

+ Escasez de talento humano: El
CONPES 4144 de 2025 sefala
la escasez de capital humano
para el disefio, desarrollo, des-
pliegue, uso, monitoreo y eva-
luacion de sistemas de |A. Sere-
quiere fortalecer las habilidades
TIC del capital humano nacio-
nal.

* Bajainversion: El gasto bruto en
[+D sigue siendo bajo (0.2% del
PIB).

E. Dimension Técnica y de
Infraestructura

Fortalezas:
» Desempefio estadistico solido:
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El Departamento Administrativo
Nacional de Estadistica (DANE)
lidera un sistema estadistico ro-
busto, con un alto puntaje en los
Indicadores de Desempefio Es-
tadistico (SPI) del Banco Mun-
dial (87.3 sobre 100). El sistema
incluye un Sistema de Etica Es-
tadistica (SETE) y un Instru-
mento de Evaluacién de la Cali-
dad Estadistica (INEC).

Conectividad avanzada en zo-
nas urbanas: La velocidad me-
dia de descarga para banda an-
cha fija alcanzé 157.29 Mbps
(puesto 33 de 158 paises). El
uso de Internet lleg6 al 72.8% de
la poblacién en 2022.

Infraestructura de datos exis-
tente: Colombia cuenta con 39
centros de datos y se han emiti-
do lineamientos para el uso de
servicios en la nube (Directiva
Presidencial 03 de 2021).

Desafios:

Brecha de conectividad Urbano-
Rural: Persiste la brecha entre el
acceso a Internet en hogares de
grandes areas urbanas (72.20
%)y zonas rurales (32.22%).

Necesidad de gobernanza de
datos: Se requiere actualizar el
Plan Nacional de Infraestructura
de Datos (PNID) y el Modelo de
Gobernanza de Infraestructura
de Datos del MinTIC, y aumen-
tar el presupuesto y financiacion
para invertir en computacion en
la nube y la infraestructura de



datos necesaria para el ecosis-
tema digital.

El documento hace una anotacion
especial sobre la informacion falsa
y el contenido sintético. La calidad
de la informacién representa un
problema relevante. El reporte cita
que, durante la pandemia de CO-
VID-19, el 76.68% de la informa-
cion validada eninternet fue falsa, y
el 87.4% del contenido viral se di-
fundio a través de redes sociales.
Este fendbmeno se agrava conla A,
y Colombia carece de un marco in-
tegral para la deteccion y remocién
de contenidos infractores como dis-
cursos de odio o desinformacion en
Internet. La mitigacion de la infor-
macion falsa y el contenido enga-

fAoso fue sefialada como una prio-
ridad enlas consultas publicas.

Recomendaciones estratégicas
Las recomendaciones de politica
se estructuran en dos areas: go-
bernanza e institucionalidad (forta-
lecer el marco institucional y nor-
mativo) y creacion de capacidades
(promover la alfabetizacion digital y
la formacion especializada).

La tabla 1 resume dichas recomen-
daciones, enfocandose en las
acciones de Alta y Media prioridad
con horizontes de mediano y largo
plazo, y aquellas de implementa-
cion continua, esenciales para el
seguimiento estratégico por parte
del gobierno nacional.

Tabla 1. Recomendaciones estratégicas para Colombia

Recomendacion

Entidades Lideres Prioridad

Objetivo
estratégicoy
relevancia para el
gobierno nacional

Marco Temporal

Gobernanza e
Institucionalidad

Consolidacion de
las instancias de
gobernanza de la

IA para la Presidencia de la

Republica, DNP,

articulacion inter- =

A MinTIC,
ramas (Ejecutivo, - \sinciencias
Legislativo,
Judicial) y a nivel
territorial.

Alta

Fortalecer el rol de
la Mesa
Interinstitucional de
IA para garantizar
la coherencia y
expedicién de
legislaciéon que
atienda a la politica
publica de 1Ay al
marco
constitucional.
Incluir métricas de
adopcion ética en
el FURAG
(Formulario Unico
de Reporte de
Avances de la
Gestién).

Implementacién
continua
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Recomendacion

Entidades Lideres Prioridad

Marco Temporal

Objetivo
estratégicoy
relevancia para el
gobierno nacional

Fortalecimiento
de
infraestructura,

MinTIC, Cancilleria

Promocion de la
Digitalizacién y
Gobemnanza de
Datos de Calidad
para el
Entrenamiento de
Modelos de IA.
<br> Objetivo
Estratégico:
Fortalecer el
ecosistema de
datos, clasificado
como

i YONE Diaercor
6/5), mediante la
ggbﬁgf digitalizacién de
? conjuntos de datos
criticos para el
entrenamiento de
modelos de IAy la
garantia de su
disponibilidad y
calidad. Se debe
fomentar la
interoperabilidad y
portabilidad de los
datos y fortalecer la
gobernanza,
impulsando la
creacién de la
figura del Chief
Data Officer en
mas instituciones
publicas. (PNUD,
2024).
Asegurar la
inversion
presupuestaria y
privada (revision de
Decreto 1974 de
Creacion de 2019 sobre APPs -
espacios de Presidencia de la Asociaciones
o RepieaDN. O
CUENZASPO  MinCiencsy a0 ecorpuoydeos
estratégicos Min:sterios e e Modelo de
(agro, salud, C Gobernanza de
etc.). Datos para

adaptarse a las
necesidades de IA,
esencial para el
desarrollo de
sistemas confiables.
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Objetivo
estratégicoy

Recomendacion Entidades Lideres Prioridad Marco Temporal relevancia para el
gobierno nacional
Promover la
adopcion de IAen  Asegurar la
sectores clave y participacion activa
garantizar que el  de Colombia en
Fortalecimiento ; . desarrollo procesos globales
de capacidades E;esl;ctl)ﬁggla de la tecnoldgico se de estandarizacion
de cooperacion Cagcillerl'a' MinTIC Mediano alinee con los y gobernanza de
internacional del MiiCianchs o : plazo principios éticosy A, priorizando las
Gobierno ICONTEC de derechos necesidades
Nacional en IA. humanos de la nacionales y
UNESCO, mediante promoviendo el
un enfoque bottom- intercambio de
up y colaboracion ~ mejores practicas.
multisectorial.
Modernizar el
Congreso de la Régimen de
Revisién y Republica, MinCIT Proteccion de
actualizacién de (Ministerio de Datos Personales
la Ley 1581 de Comercio, Industria para alinearlo con
2012 (Proteccion vy Turismo) y SIC Alta Corto plazo la réapida evolucion
de Datos (Superintendencia de tecnologias
Personales). de Industria y como la IA,
Comercio) garantizando un
marco legal eficaz
que proteja los
derechos
personales y la
diversidad cultural y
territorial.
Fomentar la
innovacion
responsable
permitiendo que
s desarrolladores
Creacion de prueben soluciones
mecl:am?m_os i MinTIC, de 1A en un entorno
f:gu?ézigr';los o Maniencias, Media Mediano plazo controlgdo y
(sandbox) para MinCIT y SIC supervisado,
A aceler_ando la
’ adopcion
tecnoldgica sin
comprometer
derechos
fundamentales.
Desarrollar
indicadores
estandarizados y
verificables
Creacion de (auditorias,
medidas e MinTIC, conocimiento de los
ir:dicadgres MinCiencias, DANE usuarios, equidad
claves de y DAFP : percibida) para
desempefio (Departamento Medio Corto plazo medir la
(KPIs) para la Administrativo de la transparencia,
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Recomendacion

Entidades Lideres Prioridad

Marco Temporal

Objetivo
estratégicoy
relevancia para el
gobierno nacional

adopcidn ética de
1A

Funcién Publica)

equidad y
responsabilidad en
elusodelAenla
administracion

publica (via
FURAG).
Creacion de
Capacidades
Superar la
debilidad

Aumento de la
inversion en
1+D+i
(Investigacion,
Desarrollo e
Innovacién)
especialmente en
impactos sociales
y ambientales de
la 1A.

MinCiencias,
MinTIC, MHCP
(Ministerio de
Hacieda y Crédito
Public), MEN
(Ministerio de
Educacion
Nacional),
Cancilleria,
ICONTEC

Implementacion
continua

estructural del bajo
gasto en |+D+i
(0.29% del PIB)
mediante la
destinacion de
partidas
presupuestarias
especificas, fondos
concursables, e
incentivos a
empresas para el
desarrollo de
soluciones de 1A
con impacto social
y ambiental
positivo.

Disefiar un Plan
Nacional para
Infraestructura
Avanzada de IA,
diferenciandola de
la infraestructura de
propdsito general.
El gobierno debe
invertir en la
creacion y mejora
de infraestructura
critica (centros de
datos,
supercomputadores
de alto rendimiento)
para fortalecer la
soberania digital
(PNUD,2024).

Ampliar y actualizar
los programas del
SENAy
universidades,
creando un sistema
nacional de
certificaciones que
incluya un
componente
obligatorio de ética,



Recomendacion

Entidades Lideres

Prioridad

Marco Temporal

Objetivo
estratégicoy
relevancia para el
gobierno nacional

Fortalecimiento
de la oferta
publica y privada

MEN, MinTrabajo,

de capacitaciony  MinTIC y SENA

certificacion en
IA.

Alta

Implementacion
continua

transparencia y
sostenibilidad.

Se debe alinear el
Plan Nacional de
Formacion y
Capacitacion 2020-
2030, integrando
IA, ética publica y
transformacion
digital en los
programas de alta
direccion y
liderazgo.
Asimismo, se
requiere crear
incentivos para la
atraccion de talento
especializado y
cientificos de la
diaspora
colombiana.
(PNUD. 2024)

Actualizacion de
los curriculos
educativos para
incluir
capacidades
técnicas y ética
de IA.

MEN,
MinTrabajo,
MinCiencias,
MinCultura, DNP

MinTIC,

Alta

Corto plazo

Disefiar una politica
nacional de
formacion docente
en A e integrar
contenidos éticos e
interdisciplinarios
(sesgos,
privacidad) en la
educacion basica,
media y superior,
asegurando la
pertinencia y el
cumplimiento de la
Ley General de
Educacion.

Fortalecer la
formacién y el
acceso abierto a
conocimiento
sobre |A para

toda la poblacién.

MEN, MinCiencias,
MinTrabajo,
MinCultura

Medio

Mediano plazo

Crear un repositorio
o biblioteca digital
nacional de
recursos
educativos abiertos
en A (cursos,
guias, juegos
pedagdgicos), con
énfasis en la
accesibilidad
(idiomas, formatos
para discapacidad)
y poblaciones
vulnerables.

Articular la oferta
educativa y la
investigacion en IA
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Recomendacion

Entidades Lideres Prioridad

Objetivo
estratégicoy
relevancia para el
gobierno nacional

Marco Temporal

Creacion de un

del pais
(universidades,

repositorio SENA, entidades

centralizado de MinTIC, plblicas) en una

formacion y MinCiencias, MEN,  Medio Mediano plazo plataforma tnica,

proyectos de SENA facilitando el

investigacion mapeo de

sobre |A. capacidades y la
identificacion de
brechas en
investigacion ética
y sostenible.

Nota: Elaboracion propia con apoyo de herramienta de inteligencia
artificial generativa de Google.

Conclusiones

Colombia ha sentado bases sélidas
para la adopcion ética de la IA. Su
hoja de ruta esta claramente defi-
nida por las 106 acciones del CON-
PES 4144 de 2025 y las recomen-
daciones de politica derivadas de
este diagndéstico en profundidad
realizado con la UNESCO, enfo-
cadas en dos areas: Gobernanza e
Institucionalidad (consolidacion de
la Mesa Interinstitucional de 1A, for-
talecimiento de la infraestructura
de datos y clasificacion de riesgos
sectoriales) y Creacion de Capaci-
dades (aumento de la inversion en
[+D+i y actualizacién curricular con
ética de |A). La vision es que la go-
bernanza ética y la innovacién son
plenamente compatibles y esen-
ciales para asegurar un ecosistema
tecnolégico que promueva el bien
publico. Para materializar esta vi-
sion, el gobierno nacional debe
priorizar la inversiéon continua y es-
tratégica en I+D+iy en el talento hu-

m SISTEMAS

mano con enfoque ético e inclusivo,
transformando las debilidades es-
tructurales identificadas en oportu-
nidades reales de desarrollo soste-
nible e inclusivo para todos los ciu-
dadanos.
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